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1. Installing the Certificate (PKCS#12 file)

1-1． Operating Environment

The procedures only in the following environment are described in this document:

Supported environment:

Microsoft Internet Explorer 11 or later 
(Windows) 
Microsoft Edge 38 or later (Windows) 
Google Chrome 56 or (Windows) 
Opera 40 or later (Windows)

1-2． Prerequisites

The prerequisites for installing the Certificate (PKCS#12 file) in Microsoft Internet Explorer, Microsoft Edge, Google Chrome or Opera are 
described.
Replace the technical terms according to the user environment in which the Certificate will be used.

Prerequisites

The Certificate (PKCS#12 file) has been obtained;
the access PIN for the Certificate has been also obtained; and
the Operation System is Windows; and
Microsoft Internet Explorer, Microsoft Edge, Google Chrome or Opera has been installed.



1-3.  Install Procedure

Procedure to Install the Certificate (PKCS#12 file)

1. Select the Certificate (PKCS#12 file) issued by this Service.   

2. Click [Next (N)] in the Security Import Wizard.   



3. Make sure that the Certificate (PKCS#12 file) issued by this Service is selected in the [File name (F)] field and click [Next (N)].  



4. Enter the Access PIN issued by this Service in the [Password (P)] field.  
Check the  and  checkboxes click [Next (N)].   [Mark this key as exportable (M)] [Include all extended properties (A)]

Please do not check the [Enable strong private key protection (E)] . If checked, the client certificate will not work properly.



5. Select [Store all certificates in the following store (P)] and click [Browse...(R)].   

6. In the [Select Certificate Store] dialog, select [Personal] and click [OK].   



7. After confirming that [Personal] appears in the [Certificate store:] box, click [Next (N)].  

8. Click [Finish].   



9. Click [OK].  

This completes installation of the Certificate (PKCS#12 file) into the web browser.

2. Checking the Certificate (PKCS#12 file)

2-1. Using Microsoft Internet Explorer

2-1-1. Operating Environment

The procedures only in the following environment are described in this document:

Supported environment:



Microsoft Internet Explorer 11 or later (Windows)

2-1-2. Confirmation Procedure

Checking the Certificate (PKCS#12 file)

1. With Microsoft Internet Explorer, click on the [Tools] icon and select [Internet options (O)]. 

 
  
2. In the [Internet Options] dialog, select the [Content] tab and click [Certificates (C)] 



 
  
3. Then, in the [Certificates] dialog, move to the [Personal] tab and make sure that the Certificate (PKCS#12 file) issued by this Service has been 
installed. 



 
This completes confirmation of the Certificate (PKCS#12 file).

2-2. Using Microsoft Edge

2-2-1. Operating Environment

The procedures only in the following environment are described in this document:

Supported environment:

Microsoft Edge 38 or later (Windows)

2-2-2. Confirmation Procedure

Checking the Certificate (PKCS#12 file)

1. Open the [Control Panel] and select [Network and Internet]. 



 

2. Choose [Internet Options]. 

 

3. Select the [Content] tab in the [Internet Options] dialog, and click [Certificates (C)]. 



  

4. Then, in the [Certificates] dialog, move to the [Personal] tab and make sure that the Certificate (PKCS#12 file) issued by this Service has been 
installed. 



 
 
This completes confirmation of the Certificate (PKCS#12 file).

2-3． Using Google Chrome

2-3-1． Operating Environment

The procedures only in the following environment are described in this document:

Supported environment:

Google Chrome 56 or later (Windows)

2-3-2． Confirmation Procedure

Checking the Certificate (PKCS#12 file)

1. With Google Chrome, click the [Chrome Menu] on the browser toolbar and select [Settings (S)]. 



 

2. In the [Settings] tab, click [Advanced]. 

 

3. Click [Manage certificates]. 



  

4. Then, in the [Certificates] dialog, move to the [Personal] tab and make sure that the Certificate (PKCS#12 file) issued by this Service has been 
installed. 

  

This completes confirmation of the Certificate (PKCS#12 file).



2-4． Using Opera

2-4-1． Operating Environment

The procedures only in the following environment are described in this document:

Supported environment:

Opera 40 or later (Windows)

2-4-2． Confirmation Procedure

Checking the Certificate (PKCS#12 file)

1. Select [Settings (S)] in the [Menu] tab. 

 

2. Select [Privacy & security]. 



 

3. Click [Manage certificates...]. 



 

4. Then, in the [Certificates] dialog, move to the [Personal] tab and make sure that the Certificate (PKCS#12 file) issued by this Service has been 
installed. 



 

This completes confirmation of the Certificate (PKCS#12 file). 
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